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ILIANA L. PETERS believes good data privacy and security are fundamental to ensuring 
consumer participation in new technologies, employee-employer relationships, patients’ 
trust in the health care system, students’ confidence in their education, and helping all 
clients succeed in an ever-changing landscape of threats to data security. She is 
recognized by the health care industry as a preeminent thinker and speaker on data 
privacy and security, particularly with regard to HIPAA, the HITECH Act, the 21st Century 
Cures Act, the Genetic Information Nondiscrimination Act (GINA), FERPA, the Privacy 
Act, state law data privacy and security requirements, and emerging cyber threats to 
data.    

For many years, ILIANA both developed information privacy and security policy, including 
on emerging technologies and cyber threats, for the Department of Health and Human 
Services, while coordinating with the Department of Justice, Department of Education, 
other federal agencies, State Attorneys General and the White House. She enforced 
HIPAA regulations through spearheading multimillion-dollar settlement agreements and 
civil money penalties pursuant to HIPAA. She also focused then on training individuals in 
both the private and public sector, including compliance investigators, auditors, and State 
Attorneys General, on federal and state regulations and policy, and on good data privacy 
and security practices. Now, ILIANA works closely with her clients on complicated 
compliance questions, incident response, investigations, and training to protect data and 
avoid legal risk and legal liability, both at the state and federal levels. ILIANA also 
supports clients’ defense of individual and class action litigation related to all types of data 
privacy, security and breach claims.

As a CISSP, she works hard to bridge the gap between legal requirements for the security
of health data and security industry best practices, so that clients can better understand 
data security issues and jargon. ILIANA enjoys using her extensive experience drafting, 
implementing, and enforcing health privacy and security regulations and guidance in a 
practice that focuses on helping clients develop and implement good data privacy and 
security practices to avoid risk, and helping clients prepare for and recover from emerging 
cyber threats.

Education

Capabilities

• Health Care
• HIPAA/Health Information

Privacy & Security
• Public Policy - Health 

Care
• Health Care Technology
• Digital Health
• Privacy & Cybersecurity
• COVID-19 Resources
• Privacy Litigation
• Biometric Privacy Law
• Data Breach & Incident 

Response
• Privacy & Cybersecurity 

Counseling
• Technology



• Duke University School of Law (J.D., Recognition for Outstanding Contribution to the 
Pro Bono Project, 2002)

o Hispanic Law Students Association

• University of Texas at Austin (B.A., Special Honors, 1999)
o Plan II and Anthropology

• University of Houston Law Center (LL.M., 2004)
o Health Law

o Health Law and Policy Institute

Bar Admissions

• District of Columbia, 2018

Memberships

• American Bar Association (ABA)
• American Health Lawyers Association (AHLA)
• Certified Information Security Systems Professional (CISSP)
• CISO Executive Network
• Hispanic National Bar Association

Recognition

• Recognized as a Thomson Reuters Stand-out Lawyer, 2024
• Named to the Lawyers of Color Wonderful Women list, 2023
• Selected for inclusion in DC Live’s 2022 Emerging Women Leaders in Law
• Ranked in Chambers Global: World’s Leading Lawyers, Privacy & Data Security: 

Healthcare, Nationwide, 2021-2024
• Ranked in Chambers USA: America’s Leading Lawyers for Business, Privacy & Data 

Security: Healthcare, Nationwide, 2020-2024, Healthcare, District of Columbia, 2024

News

June 6, 2024
Polsinelli Moves Up in 2024 Chambers USA Rankings

February 21, 2024
Multiple Polsinelli Shareholders and Practices Recognized in Chambers Global 
2024 Guide

June 1, 2023
17 Polsinelli Practice Areas, 93 Attorneys Recognized Among the Best in 2023 
Chambers USA

February 27, 2023
Chambers Global Recognizes Five Polsinelli Attorneys in Global 2023 Guide

February 2, 2023
Polsinelli Releases 2023 Tech Transactions & Data Privacy Report



Publications

May 13, 2024
HIPAA Privacy Final Rule: Landmark Changes Related to Reproductive Health Care 
Information

April 2024
HHS Proposes Cybersecurity Requirements for Hospitals
Quoted, Healthcare Risk Management Vol 46, No 4

March 29, 2024
4 Things You Need to Know About Health Care Cyberattacks
Quoted, The New York Times

March 19, 2024
Tracker Backtrack? Feds Revise HIPAA Guidance on Web Tools
Quoted, Healthcare Info Security

March 19, 2024
HHS Tweaks Online-Tracking Guidance After Hospitals’ Lawsuit
Quoted, Bloomberg Law

March 5, 2024
Dissecting Recent Cybersecurity Regulatory Moves at the Federal and State Levels
Featured, AHLA's Speaking of Health Law

February 14, 2024
HHS Finalized Part 2 Revisions: What Has Changed?

February 7, 2024
Bolstering Healthcare Cybersecurity: The Regulatory Outlook
Featured, Healthcare Info Security

February 6, 2024
Medical Center Fined $4.75M in Insider ID Theft Incident
Quoted, Healthcare Info Security

January 16, 2024
In-House Influence Podcast
Co-Host, In-House Influence Podcast, Washington, D.C.

December 15, 2023
Health Privacy Foundations
Presenter, Fundamentals of Privacy Law 2023

November 8, 2023
Hospitals Accuse HHS of Double Standard Amid Pixel Privacy Row
Quoted, Bloomberg Law

October 17, 2023



Private Health Data Still Being Exposed to Big Tech, Report Says
Quoted, Bloomberg Law

October 9, 2023
23andMe Investigating Apparent Credential Stuffing Hack
Quoted, Healthcare Info Security

September 14, 2023
US Senator Seeks Input on Ways to Protect Patient Privacy
Quoted, Healthcare Info Security

September 1, 2023
Employee Curiosity Sometimes Overcomes HIPAA Training
Quoted, Relias Media

August 28, 2023
Privacy Challenges at the Intersection of Interoperability and Big Data
Quoted, American Bar Association

June 29, 2023
HHS OIG Releases Final Information Blocking Enforcement Rule Applicable to Non-
Provider Actors

May 31, 2023
AHA Tells HHS to 'Amend or Suspend' Web Tracking Guidance
Quoted, Healthcare Info Security

April 13, 2023
HIPAA Notice of Proposed Rulemaking on Reproductive Health Care Privacy

April 10, 2023
As a BA of Hospitals, Law Firm Settles HIPAA Case Over Attack That Exposed 
Patient Data
Quoted, Report on Medicare Compliance Volume 32, Number 14

April 2023
FTC Targets Disclosure of Health Data to Advertisers
Co-Author, Houston Medical Times Vol 13 | Issue 4

March 29, 2023
HIPAA Compliant Texting & Emailing: Avoid Practice Audits & Penalties
Speaker, Healthcare Training Leader

March 24, 2023
Why Website Tracking Technologies Are Risky Business
Author, PLI Plus

March 13, 2023
The Risk of Data Sharing
Featured, 1st Healthcare Compliance

March 10, 2023
Privacy Challenges at the Intersection of Interoperability Big Data
Speaker, ABA EMI Conference

March 10, 2023



HHS OCR Asks Congress for Big Funding Boost
Quoted, Healthcare Info Security

March 8, 2023
Legal Risks With Health Data Sharing: Q&A
Featured, 1st Healthcare Compliance

March 7, 2023
FTC Targets Disclosure of Health Data for Web Tracking Again

March 7, 2023
How Health Care Professionals Can Limit Their Liability Following a Cyber Attack
Featured, AHLA's Speaking of Health Law Podcast

March 2, 2023
Polsinelli Top Issues in Behavioral Health 2023 Newsletter

February 23, 2023
LA School District Confirms Student Data Leaked in Attack
Quoted, Health Care Info Security

February 20, 2023
HIPAA Enforcement: Highlights From 2022 and Expectations for 2023

February 20, 2023
HHS Will Seek HIPAA Changes for Reproductive Health Data
Quoted, Gov Info Security

February 15, 2023
Remote Patient Monitoring: Contract Structures, Medicare Coverage, and 
Regulatory Compliance
Speaker, Strafford

February 7, 2023
“First-of-Its-Kind” FTC Breach Enforcement Case on Hot-Button Website Tracking 
Issue

February 2, 2023
Tech Transactions & Data Privacy 2023 Report

January 24, 2023
VA: Contractors Have 1 Hour to Report a Security Incident
Quoted, Health Care Info Security

January 17, 2023
HHS-OCR Guidance for Online Tracking Technologies

January 10, 2023
Analysis: Third-Party Health Data Breaches Dominated in 2022
Quoted, Healthcare Info Security

December 16, 2022
Subcontractor Breach Affects 245K Medicare Beneficiaries
Quoted, Healthcare Info Security

December 15, 2022



Emerging Threats: Cyber Attacks and Side-Channel Evolution

December 14, 2022
Health Privacy Foundations
Panelist, PLI: Fundamentals of Privacy Law 2022

December 13, 2022
Health Data, A Value Proposition: Legal Risks with Innovative Data Sharing Projects
Presenter, First Healthcare Compliance

December 12, 2022
Feds Clarify Mobile Health App Privacy, Security Reg Issues
Quoted, Healthcare Info Security

December 6, 2022
How Health Care Professionals Can Limit Their Liability Following a Cyber Attack
Co-Author, AHLA

November 29, 2022
HHS Rule to Ease Record Sharing, Guard Substance Abuse Data
Quoted, Healthcare Info Security

November 10, 2022
Cyber Readiness: Practical Steps and Emerging Threats
Speaker, Council of Medical Specialty Societies

November 7, 2022
Diabetes Technology Society Announces Release of iCoDE: A Consensus Standard
for Integration of Continuous Glucose Monitoring Data into the Electronic Health 
Record
Workgroup Committee, Diabetes Technology Society

November 1, 2022
Legal Liabilities of Enterprise Cyber Risk Management: An Update
Featured, American Health Law Association Podcast

October 27, 2022
Feds Urge Healthcare Entities to Train for Incident Response
Quoted, Healthcare Info Security

October 26, 2022
HIPAA 101: Data Breaches in Healthcare
Speaker, LAWPRACTICECLE

October 26, 2022
Challenges for Healthcare Providers Post-Dobbs: Patient Privacy, Emergency 
Treatment, Pharmacy, IVF, and More
Panelist, Stafford

October 7, 2022
As Cyber Insurance Dries Up, Treasury Department Eyes a Backstop
Quoted, Bloomberg Law

August 31, 2022
Ex-Employee Alleges Health Entity Neglected Security



Mentioned, Healthcare Info Security

August 30, 2022
Data Sharing in Healthcare: Navigating HIPAA, State Law, and Structuring Data 
Sharing Agreements
Presenter, Lawline

August 24, 2022
Cyber-Attacks in the Health Care Sector
Speaker, TRTCLE

August 24, 2022
Practice Fined for Tossing PHI in Parking Lot Dumpster
Quoted, Healthcare Info Security

August 22, 2022
Legal Matters: HHS OCR Issues New, Post-Dobbs Guidance
Co-Author, Houston Medical Times

July 27, 2022
iPad Theft Is Reminder That Devices Still Cause PHI Breaches
Quoted, Healthcare Info Security

July 21, 2022
Settlements Reached In 2 Large Healthcare Hack Lawsuits
Quoted, Bank Info Security

July 19, 2022
The Role of Privacy and Security in the Delivery of Patient Care
Panelist, HIMSS Virginia Chapter: Privacy & Security SIG Educational Session + 
Networking Happy Hour

July 13, 2022
HHS OCR Issues New, Post-Dobbs Guidance

July 13, 2022
Big Health Data: Top Privacy, Security Considerations
Featured, Healthcare Info Security

July 7, 2022
Tech Giants Brace for Legal Mess of Abortion Data Subpoenas
Quoted, Bloomberg Law

June 29, 2022
Abortion Ruling Prompts Privacy Guidelines From Biden Administration
Quoted, The Wall Street Journal

June 23, 2022
Legal Matters: When The Feds Find Out! Lack Of Data Security Leads To Novel and 
Hefty Settlements
Co-Author, Houston Medical Times

June 16, 2022
Facebook Is Receiving Sensitive Medical Information from Hospital Websites
Quoted, The Markup



June 13, 2022
The Financial Implications of a Data Breach -- What to do in the event of a data 
breach
Speaker, HFMA

May 31, 2022
Cyber Insurance Policies Grow Pricey Amid Rising Hacks, Lawsuits
Quoted, Bloomberg Law

May 25, 2022
RTM Roundtable
Panelist, ReimburseRPM

April 26, 2022
Mitigating Insider Security Threats in Healthcare
Featured, Healthcare Info Security

April 5, 2022
HHS Seeks Input on Health Privacy ‘Safe Harbor’ for Providers
Quoted, Bloomberg Law

March 30, 2022
Data Sharing in Healthcare: Navigating HIPAA and State Law, Structuring Data 
Sharing Agreements
Panelist, Strafford

March 22, 2022
When the Feds Find Out! Lack of Data Security Leads to Novel and Hefty 
Settlements

March 3, 2022
How the Senate's Cyber Bill Could Affect Health Sector
Quoted, Healthcare Info Security

March 2022
The Virtual Thirty-First National HIPAA Summit
Co-Chair and Speaker, The Virtual Thirty-First National HIPAA Summit

February 11, 2022
Bill Proposes Panel to Study Health Data Privacy Law Gaps
Quoted, Healthcare Info Security

January - February 2022
2022 Medical Staff Leaders and their Legal Advisors: Managing Today's Challenges

February 1, 2022
CMS: RPM's PHE Flexibilities Don't Extend to RTM; Number of Days Required Is 
Still Iffy
Quoted, Health Care Compliance Association

February 1, 2022
Remote Patient Monitoring: Contract Structures, Medicare Coverage, and 
Regulatory Compliance
Co-presenter, Strafford

January 27, 2022



Privacy, Security, and Regulatory Issues for Integration of CGM Data into the EHR
Co-Speaker, iCoDE

January 24, 2022
NY Fines Vision Benefits Firm $600,000 for 2020 Breach
Quoted, Healthcare Info Security

Spring 2022
Data security & privacy: What's in store for 2022
Quoted, Spirion

December 27, 2021
No Sign of Reprieve From Ransomware Frenzy for Companies in 2022
Quoted, Bloomberg Law

December 16, 2021
NJ AG Fines Cancer Center in Two Related 2019 PHI Breaches
Quoted, Healthcare Info Security

December 10, 2021
OneTrust DataGuidance Webinar
Co-presenter, OneTrust

November 30, 2021
DNA Test Firm: 2.1 Million Affected by Legacy Database Hack
Quoted, Healthcare Info Security

November 2021
HIPAA Privacy and Security Summit 2021
Presenter, HIPAA Privacy and Security Summit 2021

November 16, 2021
AHLA's Speaking of Health Law Legal Liabilities of Enterprise Cyber Risk 
Management
Speaker, American Health Law Association (AHLA)

November 3, 2021
ACC NCR Roadmap 60 Days To CPRA Compliance
Co-presenter, Association of Corporate Counsel (ACC) National Capital Region

October 6, 2021
Recent Attacks on Data Security: The Stuff of Nightmares!
Presenter, First Healthcare Compliance Webinar

September 30, 2021
California Extends Telehealth Privacy, Security Waivers
Quoted, Healthcare Info Security

September 27, 2021
Former DHS Official to Lead HHS' HIPAA Enforcement Agency
Quoted, DataBreachToday

September 17, 2021
HHS OCR's Latest HIPAA Enforcement Action
Quoted, Healthcare Info Security



September 15, 2021
HIPAA: What Paralegals Need to Know About Privacy, Healthcare, and the Law
Moderator, Practising Law Institute

September 13, 2021
What's New in Data Privacy and Cyber Security
Speaker, HealthcareNOW Radio

August 24, 2021
Tardy Breach Notification Raises Eyebrows
Quoted, Healthcare Info Security

August 2021
21st Century Cures Act Information Blocking Rule: Innovative and In Effect
Co-Author, The Privacy Survival Guide

July 26, 2021
Lawsuits Against CaptureRx Pile Up and So Do Victim Counts
Quoted, Healthcare Info Security

July 6, 2021
Kroger, British Airways Agree to Settle Data Breach Lawsuits
Quoted, Gov Info Security

June 18, 2021
HIPAA Compliance & Regulations 2021
Quoted, Datamation

June 17, 2021
Next Level Security Incident Response: Do You Speak IT?
Speaker, AHLA In-House Counsel Program

June 08, 2021
Strategies for Smaller Behavioral Providers Looking to Transition to Value-Based 
Care
Quoted, Behavioral Health Business

June 3, 2021
Reimbursement for Innovation in Behavioral Health Care
Speaker

June 3, 2021
Reimbursement for Innovation in Behavioral Health Care

May 26, 2021
Why Clinical Lab HIPAA Settlement Is Significant
Quoted, Healthcare Info Security

May 24, 2021
Airline Offers 1 Year of Free Flights
Quoted, WCNC Charlotte

May 19, 2021
International Student Health Insurer Breached
Quoted, Healthcare Info Security



May 17, 2021
In Sec. 1557 Reversal, HHS Will Enforce 2016 Regulation’s Definition of Sex 
Discrimination
Quoted, HCCA’s Report on Medicare Compliance

May 14, 2021
VERIFY: No, most businesses won't violate HIPAA by asking customers if they've 
been vaccinated
Video, WUSA9

May 5, 2021
Augmented Artificial Intelligence (AI)
Speaker, Tech Summit II, Institute for Law and Technology of the Center for American and
International Law

April 21, 2021
Lockton’s 2021 Virtual International General Counsel Forum – Cyber Panel
Speaker

April 20, 2021
ACC NCR Recent Attacks on Data Security: The Stuff of Nightmares!
Presenter, ACC NCR

April 20, 2021
Telehealth: Safeguarding Patient Data
Quoted, Healthcare Info Security

April 14, 2021
US Health Privacy Enforcement Faces Uncertainty Following Fifth Circuit Decision
Quoted, MLex

April 7, 2021
In Wake of Breaches, Accellion Faces at Least 14 Lawsuits
Quoted, Healthcare Info Security

March 22-25, 2021
The Virtual Thirtieth National HIPAA Summit
Speaker

March 12, 2021
Debt Collection Firm Reaches Breach Settlement With States
Quoted, Healthcare Info Security

February 24, 2021
Security and the C Suite: The New Reality of Cyber in Healthcare
Speaker, Virtual ePatient Summit 2021: The New Normal for Healthcare

February 11, 2021
5 Data Privacy and Security Must-Dos for GCs in 2021
Co-Author, Law.com, Corporate Counsel

February 11, 2021
HIPAA Privacy Rule Proposed Changes: Right of Access, Minimum Necessary 
Standard Exception, Disclosure of PHI
Speaker, Strafford Webinar



February 1, 2021
The Legal Liabilities of Enterprise Cyber Risk Management
Co-Author, American Health Law Association (AHLA)

January 25, 2021
Tech Transactions & Data Privacy Report

January 21, 2021
Privacy and Security Risks of APIs
Speaker, AHLA's Speaking of Health Law Podcast

January 20, 2021
The Final HIPAA Actions Under Trump Administration
Quoted, Healthcare Info Security

January 19, 2021
Potential Approaches by the Biden Administration to HIPAA Policy and 
Enforcement
Speaker, Lockton Cyber Webcast

January 14, 2021
Cybersecurity and “Recognized Security Practices”: New Statute Modifies HIPAA

January 14, 2021
FTC Orders Health App Vendor to Revamp Privacy Practices
Quoted, Healthcare Info Security

January 14, 2021
The Need for HIPAA Risk Analysis in M&A Due Diligence
Speaker, AHLA's Speaking of Health Law Podcast

January 8, 2021
What Constitutes OCR-Quality Risk Analysis
Speaker, AHLA's Speaking of Health Law Podcast

December 22, 2020
Guidance Offered on Data Disclosures During Pandemic
Quoted, Healthcare Info Security

December 21, 2020
Bill Spells Out New Factors to Weigh in Setting HIPAA Fines
Quoted, Healthcare Info Security

December 18, 2020
At Last, Results of HIPAA Compliance Audit Program Revealed
Quoted, Healthcare Info Security

December 16, 2020
HIPAA Notice of Proposed Rulemaking
Co-Author

December 16, 2020
Incident Response Guidance; How to Respond Practically and Legally
Speaker, Wedi Prepare and Protect Virtual Event

December 2020



Health Privacy Foundations
Speaker, PLI's Fundamentals of Privacy Law 2019

December 8, 2020
When Vigilance is Not Enough: Preparing for and Responding to a Major Healthcare
Data Breach
Speaker, National Asian Pacific American Bar Association Webinar

November 19, 2020
Connecting the Dots on Digital Health Webinar Series: Part 4 - Privacy, Security and
Regulatory Compliance Considerations

November 18, 2020
HIPAA Enforcement & the Pandemic
Speaker, Clearwater Compliance Webinar

November 17-18, 2020
National (Virtual) Managed Care Institute: Converging Issues of Providers, Managed
Care and Payors (MCI)
Speaker, American Bar Association

November 12, 2020
Updates on Data Privacy Regulations
Speaker, HIPAA Privacy and Security Summit

November 9, 2020
Analysis: HIPAA Enforcement in a Biden Administration
Quoted, Healthcare Info Security

November 3, 2020
COVID-19: The Public Health & Data Security Balancing Act
Speaker, Text IQ Webinar

November 2, 2020
HHS Extends 21st Century Cures Act Final Rule Compliance Dates for Information 
Blocking and Health IT Certification Requirements

October 29, 2020
Imminent Ransomware Attack Detected

October 2020
HIPAA Considerations During the COVID-19 Crisis
Author, PLI Current: The Journal of PLI Press, Vol. 4, No. 3

October 8, 2020
More Breach Fines for Community Health Systems
Quoted, Healthcare Info Security

October 5, 2020
Trump’s Doctor Leans on Health Privacy Law to Duck Questions
Quoted, AP News

October 1, 2020
HIPAA
Speaker, AIRS Webinar



September 30, 2020
Anthem Hit With $48 Million in Additional Breach Penalties
Quoted, Healthcare Info Security

September 25, 2020
Premera Blue Cross Slapped With $6.8 Million HIPAA Fine
Quoted, Healthcare Info Security

September 22, 2020
Hefty HIPAA Fine After Breach Involving 'The Dark Overlord'
Quoted, Healthcare Info Security

September 18, 2020
Telehealth, Privacy, and COVID-19: Past, Present, and an Uncertain Future
Speaker, HCCA's 2020 Virtual Kansas City Regional Healthcare Compliance Conference

August 19, 2020
Access Denied? COVID-19 Complicates Revoking Ex-Employees' Data Privileges
Quoted, LegalTech News

August 19, 2020
HIPAA During the COVID-19 Crisis: Latest Insights from HHS and Beyond
Speaker, National Association Medical Staff Services (NAMSS) Webinar

August 13, 2020
CynergisTek Roundtable Discussion
Speaker

August 10, 2020
Fraudulent HIPAA Communications: An Alert from the Office for Civil Rights
Author, The National Law Review

August 7, 2020
Fraudulent HIPAA Communications: An Alert from the Office for Civil Rights

July 29, 2020
Iliana Peters, Shareholder at Polsinelli
Featured, Privacy Please Podcast

July 23, 2020
Email Breach Leads to HIPAA Fine for Small Clinic
Quoted, Healthcare Info Security

July 21-22, 2020
2020 HNBA/VIA IP Tech Camp
Speaker, Hispanic National Bar Association (HNBA)

July 20, 2020
Contact Tracing and COVID-19: Are We Losing Privacy to Save Lives?
Speaker, University of Denver Webinar

July 2020
COVID-19 Emergency Exception Under TCPA
Author, Houston Medical Times, Page 3

June 24, 2020



Entities of All Types Should Consider Commenting on the FTC’s Health Breach 
Notification Rule by August 20, 2020

June 22, 2020
Telehealth After COVID-19: Privacy, Security Considerations
Quoted, Healthcare Info Security

Events

May 16, 2024
Privacy Summit: The Only Constant Is Change

May 2, 2024
ACC NCR Roundtable: Big Data, AI Tools, and Developments in Generative AI
ACC NCR

March 18, 2024
Mitigating Legal Risks and Ensuring Compliance in Website Tracking
TRTCLE

5 Part Series - various dates below
Medical Staff Leaders and their Legal Advisors: Managing Today’s Challenges 2024 
Virtual Conference

January 11, 2024
January Cyber Briefing: A Look at HHS's Healthcare Cybersecurity Strategy
Clearwater

October 19, 2023
Structuring Health Data Licenses: Minimizing Legal Risks, Navigating Regulatory 
Challenges, Protecting Data
Strafford Webinars

October 18, 2023
Online Data Sharing in Healthcare: Cookies, Pixels, Adtech, and (most) Everything 
Else
Colorado Bar Association - Health Law Section

August 31, 2023
Head Off Newly Added $1M Fine for Info Blocking Records Access Errors
Online Webinar

July 12, 2023
Addressing Hospital at Home Privacy and Security Issues
Online

May 30, 2023
ACC NCR Privacy Roundtable: Big Data Big Risks
Online Webcast

May 19, 2023



Pharmacy Law Summit

April 28, 2023
Administrative Procedures: Legal Requirements at the Federal Level

February 3, February 10, February 24, March 3, and March 10
Medical Staff Leaders and their Legal Advisors: Managing Today’s Challenges 2023 
Virtual Conference
Webinar | 12:00 - 1:30 PM
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